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Background

For a century the Balkans were seen as the powder keg of Europe. Transformations after the end of the Cold War once again triggered violence. Throughout the 1990s, the region drew in considerable crisis management resources benefiting from the efforts of the international community. Practically, the potential for regional security response has not been utilized.

Now, with the launch of the Multinational Peace Force South-East Europe (SEE), the Stability Pact and the encouraging developments in the Federal Republic of Yugoslavia, for the first time in history all SEE countries demonstrated their willingness to cooperate in conflict prevention and crisis management and to take responsibility for security and stability in their own home. However, given cultural diversity, resource constraints, and lack of market experience in some of the countries, the challenge is in their ability to do so.

SEE countries proved their willingness to cooperate through promotion of a number of political and diplomatic initiatives in various frameworks. The success of the SEE Defence Ministerial (SEDM) process is just one example.² The military cooperation quickly expanded to encompass various security and crisis management initiatives.³ One remarkable achievement is the common assessment of regional security challenges and opportunities in the SEECAP paper⁴ setting the stage for comprehensive security cooperation.

However, the cooperative implementation of means for crisis management is often hindered by lack of adequate organisation and appropriate technology, as well as other interoperability challenges. For example, the delay in announcing the operational readiness of the SEE Brigade (SEEBRIG⁵) is caused mostly by lack of
common field communications and information system. In other words, a solid political and military effort hangs on a technology need to provide interoperability among national forces contributed to SEEBRIG. That means a lack (or very limited efficiency) of capability to employ operationally an otherwise excellent tool.

Proposal

Currently, given political will and common understanding, the challenge is to build and sustain cooperative capabilities to deal with crises of various nature while efficiently using limited financial and other resources. Most of the capabilities may be nationally owned, but will be prepared and available to deal with crisis in the whole region of South East Europe.

The proposal herein is to launch a SEE Cooperative Crisis Management Initiative that would implement a regional Strategy for Development of SEE Cooperative Crisis Management Capacity. This strategy shall be “regionally-owned.” Once agreed by the SEE states, it may serve as indication for priorities in utilising national and international funding, i.e., funding through the Stability Pact for South East Europe.

This SEE initiative will contribute to the European Union capabilities to perform the “Petersberg Tasks.” Adding to the military cooperation among SEE countries, it will allow to develop and sustain, in a coordinated manner, regional cooperative capabilities to meet risks and challenges of:

- Natural disasters including earthquakes, floods, avalanches, volcanic eruptions, massive forest fires and landslides, severe storms and draught, and extreme temperatures;
- Technological disasters, industrial accidents and pollution, i.e., nuclear reactor incident, hazardous material spill, etc.;
- Air crashes, railway accidents and ship wrecks;
- Pandemics;
- Pest infestations;
- Massive refugee flows, particularly as a consequence of armed conflicts and violence;
- Insufficient early warning.

The initiative shall support, to the extent practical, SEE cooperation aimed at preventing risks and dealing with cases of:

- Organised crime, in particular money laundering, illegal trafficking of arms, narcotics, human beings, components and materials for weapons of mass destruction. Links with corruption and finance for terrorist and illegal armed groups activities;
- Destabilising accumulation and illegal transfer of conventional weapons including small arms and light weapons and ammunition;
- Non-observance or circumvention of arms control, disarmament and non-proliferation obligations;
- Illegal migration, especially if connected with organized crime;
- Corruption.

**Logic of the proposal**

The cooperative approach to crisis management would allow to lower risks to security and stability in South East Europe and to promote common political standards, or “code of conduct,” i.e., in devising and implementing strategy and doctrine in an open transparent manner. Broader cooperation in crisis management will contribute to building confidence and trust among governments and people in SEE. It will facilitate rapid dissemination of best practice and the realisation of economy of scale both through intergovernmental cooperation and cooperation in utilising military and civilian crisis management resources.

**The way foreword**

**Definitions of Cooperative Crisis Management Capability/ Capacity**

For the purposes of this paper *Cooperative Crisis Management Capability (CCMC)* may be defined as

 availability of national and/or multinational assets (organised people /formations/, equipment and infrastructure, including crisis and emergency management /command and control/ infrastructure)

with the ability (arrangements are in-place; plans are available, procedures are known; people/formations are trained) to prevent, counter and manage the consequences of a crisis.

CCM Capability is relative. It is assessed against a crisis scenario with a given scope and intensity.

The regional Cooperative Crisis Management *Capacity* may be defined as

capacity to apply regional CCM capabilities to prevent, counter and manage the consequences in a set of concurrent, overlapping or sequential crises of various nature.

In a broader understanding a “regional” CCM capacity would account for arrangements and assets to call for and utilise out-of-region support.
Existing regional initiatives related to crisis management

The development of cooperative crisis management capacity will build substantially on the existing military cooperation and the cooperation in emergency management. The regional military cooperation is established largely in the framework of the South Eastern Defence Ministerial (SEDM) through the Multinational Peace Force South East Europe (MPFSEE). MPFSEE currently includes one mechanised brigade—SEEBRIG—with units from seven countries and a battalion-sized Engineering Task Force.

The cooperation in emergency management evolves within two main initiatives. The Disaster Preparedness and Prevention Initiative (DPPI) in the Stability Pact already produced a framework document, known as “Gorizia Document”\(^\text{10}\) that served to provide strategy outline for common action in seven areas: Information sharing and networking; Standardisation and harmonisation, Preparedness and planning exercises, Cooperative development, conduct and evaluation of disaster management training events; Public awareness and media relations; Strengthening local structures; and Border crossing procedures. Furthermore, the initiative already resulted in a joint military-civil fire fighting exercise “Taming the Dragon – Dalmatia 2002” in Croatia, 22-24 May 2002.\(^\text{11}\)

The second major initiative led to the establishment of a Civil-Military Emergency Planning (CMEP) Council for South East Europe.\(^\text{12}\) The Council is intended to coordinate efforts in all phases of the disaster management cycle: mitigation, prevention, planning, response and reconstruction. The areas of cooperation include: development of processes and means for practical regional cooperation in disaster management; development of improved coordination methods for all phases of the disaster management cycle; development of regional risk assessment; development of recommended response plans for the greatest risks; development of standard operating procedures and promotion of interoperability; planning, organisation and conduct of exercises and training. In December 2002, CMEP conducted the first large scale exercise using distributed simulation technologies. Greece and the United States were co-hosts of the exercise, based on a scenario involving large earthquake.

Another related project is a follow-up of SEECAP aiming at exchange of political, military and other early warning, conflict prevention, and crisis management information. Known by the abbreviation SEECHANGE, the project has already progressed with the adoption of a Concept Paper.\(^\text{13}\) This project is implemented in the framework of the NATO affiliated South East Europe Security Cooperation Steering Group (SEEGROUP).

In South East Europe, there is a recognised need for close civil-military cooperation in crisis management. The implementation of this understanding is facilitated
technologically through the US-sponsored project to establish ‘National Military Command Centres’ (NMCC) in several countries in South East Europe. The NMCC Concept of Operations accounts for the need to assure effective cooperation between civilians and the military in managing variety of crisis and emergency situations.\textsuperscript{14}

In a broader understanding of crisis management, the development of CCM capacity shall account for initiatives aimed at countering arms proliferation, anti-corruption initiatives and initiatives that involve cooperative approach to law enforcement.

Certainly, a strategy for development of SEE cooperative crisis management capacity shall account for related sub-regional initiatives or initiatives in overlapping regions, i.e., BlackSeaFor.\textsuperscript{15}

Compared to existing initiatives, this proposal adds in scope and level of coordination and cooperation among SEE countries. First, it covers emergency management, disaster preparedness and prevention, expanding the scope to bridge ‘civilian emergency management’ to the Petersberg tasks and to link more closely civilian structures and the military. It also has the potential to coordinate emergency management to particular aspects of law enforcement. Secondly, while existing initiatives aim to improve planning and preparedness to use existing national resources, we envision coordinated, and later – joint, development of crisis management capabilities. That shall include coordinated organisational development, joint procurement of the necessary technology and coordinated or joint development of the supporting information infrastructure. Ultimately, it may lead to joint (regional) ownership of crisis management infrastructure and other assets.

\textbf{Approach}

The implementation of the proposal requires clear understanding of objectives and cohesive regional strategy. Efforts need to be well coordinated, avoiding duplication of efforts and guaranteeing increasing levels of interoperability.

Major components of the approach will aim to achieve:

- Compatibility of conceptualisation and normative regulation of “crisis management.”

  For example Bulgaria, with participation of non-governmental organisations, is currently debating a new Concept and a Law for Crisis Management. Experience shows that even in a single country it is not easy to delineate and define in strict legislative terms ‘hard’ and ‘soft’ security threats and, respectively, responsibilities of various ministries and state agencies.
This component is essential to provide commonality of terminology and procedures, standardisation of reporting methods, and overall interoperability of crisis management assets.

- Agreement on procedures for crisis management.

Existing agreements on using the Multinational Peace Force in South East Europe, as well as the progress within DPPI and the CMEP initiative provide a sound basis for elaboration of more general procedures for crisis management.

- Joint or, at least, coordinated procurement.

Equipment, systems for command and control, infrastructure, etc., shall be developed jointly in well-coordinated manner to provide for: (1) interoperability or, ideally, commonality of equipment, and (2) efficient use of resources both for acquisition (up-front costs) and for life-cycle support.

As a side effect, joint procurement initiatives may facilitate economic cooperation in SEE.

- Organisational arrangements

Essential is the establishment of a permanent regional organisation—Regional Crisis Management Centre—tasked to coordinate development and implementation of SEE cooperative crisis management capabilities. This Centre may be established on the premises of the SEEBRIG HQ in Plovdiv, Bulgaria, after the HQ transfers to Constanza, Romania, in the autumn of 2003.

The Regional Crisis Management Centre shall have a permanently assigned staff representing the participating countries. The Centre will serve as a focal point for work coordination. It will provide readily available support to decision makers during crises. The staff will monitor developments in SEE and issue crisis early warning. The Centre will serve as repository for crisis management plans and other information related to status of assets, capability development plans (programmes) and projects, development and support for implementation of crisis management training and exercises, etc. From a technical point of view, one obvious role for the Centre is to serve as developer and holder of the Joint Technical Architecture\textsuperscript{16} for the SEE Cooperative Crisis Management Initiative.

**Mechanics**

The implementation of this proposal would require performing the following steps:
• Agree, broadly, on the scope of a potential SEE Cooperative Crisis Management Initiative;

• Agree on the terminology used;

• Create a data bank of existing national and regional crisis management capabilities;

• Create a data bank of regional and major national initiatives, as well as initiatives for overlapping regions, for development of crisis management capabilities;

• Model regional crisis management in order to:
  – Identify gaps in existing and planned crisis management capabilities in SEE;
  – Compare organisational designs and ‘command’ arrangements;
  – Assess acquisition proposals and initiatives;

• Devise and discuss, prior to the launch of the initiative, a Strategy for Development of SEE Cooperative Crisis Management Capacity.

All these steps might be combined in one feasibility study. A parallel activity would be needed in order to raise awareness of policymakers and practitioners of the utility of the proposed initiative and the required comprehensiveness of the approach, to cover normative regulation, procedures, organisation, training and technology insertion.

The implementation of the Strategy would imply advancement of a common, or at least coordinated policy for consistent organizational development and technology acquisition. This will include policies for coordinated, and in the future – joint procurement of technologies and systems for information collection, situational awareness, distributed decision making, communications, command and control in managing multinational multi-agency crisis prevention and response to crises of armed nature, natural disasters, industrial accidents, and humanitarian crises.

It shall account for potential organisational and technology solutions to law enforcement tasks, such as prevention of and counteraction to arms proliferation; illegal trafficking of people, drugs and goods; money laundering, and terrorism.

Of particular interest will be the areas requiring advanced technology implementation in close civil-military cooperation, such as emergency management, control of maritime and river traffic, and coastal zone management. Furthermore, advanced IT, when implemented in a regionally coordinated manner, has the potential to contribute to organizational development plans (development of multinational crisis management formations, civil and civil-military emergency resource planning,
disaster preparedness, networked capabilities to fight organized crime, etc.; cooperative command arrangements for conflict prevention and crisis response; common early warning, situational awareness, consultations and distributed decision-making, and management of multi-national multi-agency crisis response.

Thus, technology insertion and development of infrastructure will be an important component of the strategy. However, knowing that technology that is not integrated into crisis management and response systems will not be effectively used during the response, the most important practical result will be the increase of coherency of organisational and technological developments of cooperative crisis prevention and crisis management capabilities.

**Potential Support and Beneficiaries**

Several on-going initiatives may contribute substantially to the one proposed herein. Main among them are the EU-sponsored Stability Pact for South Eastern Europe, in particular its Working Table 3 and the NATO's South East Europe Initiative and the related South East Europe Security Cooperation Steering Group (SEEGROUP).

The countries in South East Europe are the obvious beneficiaries from the implementation of this proposal. International organisations and donor countries, however, will also benefit from it, since it will allow for more efficient spending of limited resources while building regional capacity to deal with the problems of SEE. No less important is that the region itself will define priority needs for cooperative crisis management capabilities. Sound foundation for that is the common regional assessment of security threats and challenges in the SEECAP paper and the process for updating it.

**Conclusion**

Cooperative approaches to security in South East Europe are strongly encouraged by international organisations. The need for cooperation is also well understood by a number of governments and non-governmental think tanks.

Certain preconditions for such cooperation are already in place. Psychologically, the formation of a common brigade consisting of military units of most nations in SEE, as well as the common assessment of the security challenges, already made a breakthrough. Politically, there is a will to cooperate not only in crisis management, but also in broader security initiatives. Financially, regional resources are limited; however, adding outside assistance, they would allow sizable cooperative development of crisis management capacity.

The main obstacle is in the lack of in-region organisational capacity to deal with a problem of such complexity. Furthermore, there is no common understanding of
‘crisis management,’ and the procedures for procurement differ widely among SEE countries. We assume, that there is no instance when countries in the region themselves have managed common funds to acquire equipment under market conditions.

Fortunately, none of these obstacles is insurmountable. Following clear objectives, the implementation of the proposal herein will provide the necessary organisational capacity to guarantee efficient use of resources in SEE, including outside assistance. Thus, it will also increase the credibility of regional initiatives to provide for secure and prosperous future of South East Europe – part of the unified European continent.

Notes:

1 The first version of this paper was presented in May 2002 at the ESCADA meeting in Sofia. The paper was improved benefiting from the Sofia discussion. Improved version was discussed during the ESCADA meeting in Portoroz, Slovenia, in October 2002. For details on the ESCADA (Extending Security Co-operation and Defence Arrangements) project and recommendations the reader may refer to Security and Defence in South-Eastern Europe, Harmonie Papers 16 (Groningen, The Netherlands: Centre for European Security Studies, March 2003).

See the article by Petya Dimitrova in the current volume.


SEEBRIG (The South East European Brigade) is the main military formation of the Multinational Peace Force South East Europe. The Headquarter of this combined arms brigade is currently stationed in Plovdiv, Bulgaria, and is scheduled to move to Romania in the fall of 2003.

Humanitarian and rescue operations, peace-keeping and crisis management, defined in the Petersberg Declaration of 19 June 1992 as a pivotal element in developing the Western European Union (WEU) as the defence arm of the EU. The Treaty of Amsterdam has specifically incorporated these “Petersberg tasks” in the new Article 17 of the EU Treaty. See Petersberg Declaration (Petersberg tasks), <http://europa.eu.int/scadplus/leg/en/cig/g4000p.htm> (12 June 2002).

According to General (Ret.) Carlo Jean, “Greater coordination of the effort of the international community is absolutely necessary.” Presentation at the ESCADA Planning Meeting (Groningen, The Netherlands, 19 April 2002).

List adapted from SEECAP, the Agreement on the Establishment of the Civil-Military Emergency Planning Council for Southeastern Europe and the Concept of Operations for the National Military Command Centres (NMCC) project. No attempt to prioritise was made.

Analogous to the NATO concept of Host-Nation Support (HNS) capabilities.


Other Stability activities, such as the *Anti Corruption Initiative* may support this proposal in specific areas. Other activities within Working Table 2 will be of interest, i.e., infrastructure development, e-SEEurope, etc.
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