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A B S T R A C T : 

There is little research on public-private information sharing partnerships 
within the security sector and the benefits it may bring to both sectors. This 
contribution uses insights from previous research on the benefits of public-
private partnerships from organisational science, information management, 
innovation economics, and technology studies to examine whether they are 
also valid within the security sector. In a first phase, this analytical framework 
is used to screen insights from partners involved in triple-helix collaboration 
in the field of innovation, technology and security. In a second phase, in-depth 
interviews are conducted with public and private actors involved in setting up 
a pilot project where information exchange is central. The research results 
show that traditional benefits such as increased effectiveness, efficiency, im-
proved relationships, creation of learning opportunities and obtaining a stra-
tegic, operational, and/or economic advantage that were found in other con-
texts are also confirmed in the security sector. In addition, Belgian security 
actors saw improved decision-making and service delivery, increased person-
nel safety and a more integrated security chain as potential benefits. Under-
standing these benefits may facilitate the design of future public-private part-
nerships in the security sector. 
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1. Introduction 

 

Information and intelligence have always been, and will remain, 
the most essential components of policing and, indeed, all law 
enforcement work. 

– Sir John Evans, 2001  
 
The European Union Agency for Network and Information Security sees eco-
nomic interests as one of the main reasons as to why establishing public-private 
partnerships (PPPs) could be appealing. With this kind of collaboration, the op-
portunity of economies of scale presents itself by exchanging information be-
tween partners.1 According to the European Commission, PPPs provide an op-
portunity to set up a legal structure and thereby enable the possibility to com-
bine resources which vary from human resources, financial or even infrastruc-
tural resources.2 The demand to share data, let alone information (which is the 
processed version of data which has been given meaning), between different 
jurisdictions has grown tremendously; be it vertically across the levels of gov-
ernment (local, regional or federal level) or horizontally on the same level.3 One 
might say it is absolutely necessary to share pieces of the puzzle in order to 
possess relevant information and be able to lay the puzzle. 

In times of financial and budgetary distress, more and more attention is paid 
to PPPs in different policy domains as they are seen as a possibility to operate 
in a cost-effective manner.4 PPPs are defined as a “cooperation between public 
actors, private actors and possibly associative actors; within which the different 
actors can achieve their own objectives, while working communally on the basis 
of potential synergies, by sharing responsibilities, opportunities and risks, on 
the basis of a formalized contract of cooperation.”5 In practice, a lot of cooper-
ation between these actors is being set up without any formal contract. We 
consider both (formal and informal) types of partnerships as being relevant to 
get a grip on the benefits for all partners involved. 

This general context of decreasing means and trying to do ‘more with less’ is 
also a recurring reality as far as law enforcement agencies are concerned. Sim-
ultaneously, the general public and other stakeholders demand an overall in-
creasing amount of efficiency of public organisations and urge that public re-
sources be handled in a financially responsible manner.6,7,8 However, these 
budget cuts have caused a decrease in efficiency and effectiveness of this exact 
public service of safeguarding public security. This context has generated differ-
ent PPPs in the security context aiming to share different kind of resources such 
as manpower, information, expertise and technology. 

In this contribution we are zooming in on information sharing PPPs in the 
Belgian security setting for two main reasons. First, information is a vital re-
source in the security context, therefore it is not only appealing to acquire more 
in general but also to acquire it from more partners. Not only is information a 
key resource that could be shared in such a PPP; it also has the potential to 
increase efficiency and effectiveness of daily operations in the security context 
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whilst keeping costs under control.9 Therefore, making an information sharing 
PPP is an interesting case to investigate. Secondly, earlier research showed that 
public-private partnerships in the Belgian security sector are scarce.10,11 We 
want to address some evolutions in the field of PPPs during the last decade and 
answer the question what makes information sharing partnerships between 
Belgian public and private security actors attractive to the partners involved. 
What are potential benefits that could be gained from partnering up? 

In what follows we first describe the mixed-methods used to collect our qual-
itative, empirical research data for this contribution. Using the general concepts 
generated by our literature review, we then describe the similarities and differ-
ences in benefits for public-private partnerships for information sharing in the 
Belgian security sector illustrated by citations of our respondents. We end with 
a conclusion and some reflections relevant for practitioners in the field. 

2. Methods 

This contribution is based on mixed-methods including a literature review, an 
analysis of documents including discussions on benefits of PPPs and in-depth 
interviews with practitioners in the field of security involved in the set-up of an 
information sharing PPP. 

A detailed review of the literature on the topic of public-private partnerships 
integrates insights on benefits for the public and private sector from diverse 
research disciplines such as organisational science, information management, 
innovation economics and technology studies. Main keywords needed to be 
combined in order to locate relevant literature within Google Scholar and Web 
of Science. These keywords included ‘public-private partnerships,’ ‘security,’ 
‘law enforcement,’ ‘information sharing,’ ‘data sharing.’ Most of the input 
found for this literature review situated in field of studies such as ‘computer 
science’ or ‘cyber security.’ The types of sources ranged from academic papers 
to reports, textbooks, and so forth. Once all the information was gathered from 
multiple areas of expertise, it presented the opportunity to look at the topic 
from an interdisciplinary point of view. 

This analytical framework has been used to screen insights from public and 
private partners involved in collaboration in the field of innovation, technology 
and security. Since 2014, Belgium has a non-profit organisation IUNGOS 
(www.iungos.be) that brings together public and private partners to learn from 
each other through innovation labs and projects on subjects in the field of inno-
vation, technology and security.12,13,14 All members have been discussing the 
benefits of the public-private partnerships, including the potential for infor-
mation sharing, at board meetings during the last six years. The reports of the 
meetings of the board of directors between 2014 and 2019 were analysed as 
part of the document analysis. Here, we found arguments to engage in public-
private partnerships. 

Furthermore, in-depth semi-structured interviews are conducted with 15 ex-
perts from the public and private sector currently involved in attempts to create 
an information sharing platform in collaboration with Belgian public and private 
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security providers. We used a form of convenience sampling in the sense that 
we carefully and purposefully selected experts who are capable of assessing po-
tential benefits of this kind of information sharing PPP. Each of the experts is 
well aware of the challenges of information sharing in the Belgian security 
sector. The expert group consists of a variety of people performing different 
functions at the local versus national level, on the operational versus policy level 
and in the public versus private sector. 

All qualitative data has been analysed using the data analysis program NVivo. 
A thematic analysis as defined by Braun and Clarke has been conducted and all 
citations used in this contribution are anonymised due to the interests at stake 
for all respondents involved in the issue of information sharing public-private 
partnerships in the Belgian security sector.15 

3. Similarities and Differences in Benefits for Public-Private Partnerships 

Figure 1 below shows how the benefits for public-private partnerships from pre-
vious research are largely confirmed by our applied Belgian case study. How-
ever, a number of new elements also emerge that may be important in further 
developing information sharing public-private partnerships in the security sec-
tor. Below we explicitly zoom in on similarities and differences between our 
empirical research and findings from previous research on public-private part-
nerships applied to the context of information sharing. 

General potential benefits for engaging in public-private partnerships from 
previous research that are reflected in our case-study are: (1) enhanced effec-
tivity, (2) enhanced efficiency, (3) strategic, operational or economic ad-
vantages, (4) enhanced relationships and (5) learning opportunity. All respond-
ents involved referred to each of these benefits supporting the findings of ear-
lier research. In what follows, the evidence is systematically built up integrating 
insights from our literature review and citations from the qualitative, empirical 
research. 

(1) Enhanced effectivity and (2) Efficiency 

Being core values of New Public Management as described by Bryson, Crosby & 
Bloomberg, efficiency and effectivity are at the core of many PPPs in diverse 
policy domains.16 When examining the economic driving forces, the argument 
of implementing a more efficient way of working by reducing the transaction 
costs cannot be overlooked. From an economic standpoint, being able to use 
resources more efficiently, is an indispensable argument that attracts both pub-
lic and private security organisations to join such a partnership.17 

In addition, cost-side spillovers arise. When a partner encounters difficulties 
with certain techniques, they can signal this and warn the other partners not to 
invest in it. Therefore, preemptive cost savings take place.18 In an information 
sharing partnership, this could for instance be in all sorts of new (information 
and communication) technology. 

All respondents agreed upon and stress different sub-elements of these ben-
efits: 
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Figure 1: Potential benefits of information sharing public private partnerships accord-

ing to academics and practitioners. 
 

There is an evolution towards big data; more and more information 
becomes available. But the key is trying to put together relevant pieces 
of information. Looking at information relevant for policing will be key 
to contribute to the effectiveness of crime reduction. (public actor) 

I believe that if you want to take certain leaps forward in development 
and efficiency, this can only happen when we start to share infor-
mation. I strongly recognise that information and sharing information 
is extremely important. Efficiency gains without information sharing 
are an illusion. (public actor) 

By sharing information, you can work more efficiently. This means both 
cheaper and better. But also preventive by being predictive. (private 
actor) 

(3) Strategic, operational or economic advantage 

All partners investing in PPPs are assessing the win-win situation in which stra-
tegic, operational or economic advantages play a key role. 

Innovation and an organisation’s “knowledge creation can be understood as 
a continuous process through which one overcomes the individual boundaries 
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and constraints imposed by information and past learning by acquiring a new 
context, a new view of the world and new knowledge.”19 Utilizing new knowl-
edge in an organisation is often with the purpose of obtaining a strategic, oper-
ational or economic advantage. Whereas the private sector utilizes knowledge 
mainly for the purpose of enhancing its competitive advantage, the public sec-
tor utilises this in order to improve operational, strategic and administrative ef-
ficiencies and effectiveness when it comes to adjusting to the ever-changing so-
cial, economic and political environment.20 Political electives often see PPPs as 
an opportunity to enhance manpower for operational capacity and optimise fi-
nancial resources.21 

Our case study shows that a clear strategic advantage for private companies 
is to have access to governmental agencies. 

Until now, sporadic but not systematic contacts with the government. 
By being introduced to the IUNGOS network, we have a better under-
standing of who plays what role within the government, and then we 
are talking about the broad security domain. (private actor) 

This access can even generate impact on legislation. 

If you don’t sit together, you can’t know each other's needs. With… the 
project, we succeeded in realising technological innovation in the se-
curity domain. Moreover, the use of technical means by private secu-
rity has become a piece of legislation. That is an important realisation… 
(private actor) 

Finally, the related economic advantage in PPPs cannot be underestimated 
and is stressed by our respondents. 

(1) The first thing that is looked at are finances. What comes out of 
this? (2) Also important is the growth of the business in terms of shar-
ing knowledge. As long as you don’t have an interface with the people 
… then you are nowhere. After all, they can indicate what the needs 
are and where it really hurts. (private actor) 

CEOs of private companies want a short-term return … Better relation-
ships with government actors for example led to concrete business. 
We also see the impact on the content of legislation as return on in-
vestment for our sector. (private actor) 

Besides these advantages, PPPs are all about engaging in relationships with 
other partners. 

(4) Enhanced relationships 

Each actor that joins a partnership is aware that they will engage in increased 
interaction and a close relationship with the other partners involved in the part-
nership. Thereby, the opportunity is created to benefit from another partner’s 
capabilities, knowledge and outlook. In other words, besides serving the pur-
pose of reaching the partnership’s common goal, each partner can take ad-
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vantage of the occasion to learn from the other participating organisations. As 
an effect of these learning opportunities on an organisational level, this has the 
potential to improve the quality of the services provided by the actors. Even 
more, previous general analysis has shown that being involved in a partnership 
improves the organisational culture, along with the productivity and effi-
ciency.22 

By letting others into your organisation; you just get used to the critical 
questions that are asked. In terms of attitude and culture, that creates 
a different perspective. People are used to being asked questions, to 
critical thinking, without it having to be threatening. Moreover, it cre-
ates opportunities to have confidence in each other. (public actor) 

Trust may not be the right word, it is about knowing or not knowing 
each other. That takes time. Everyone’s language is also different. Be-
ing able to communicate with each other and speak the same language 
is important and that also takes time. (private actor) 

Indirect return by generating a different way of thinking in your com-
pany culture anyway. (public actor) 

It is within these relationships that learning opportunities arise. 

(5) Learning opportunity, (6) Enhanced competitiveness, (7) Expertise, … 

The learning opportunity in setting up PPPs has been confirmed especially when 
knowledge institutions are around the table which are often being considered 
as building bridges between the public and private sector in terms of knowledge 
exchange. Wicked problems that both the public and private security sector are 
being confronted with ask for multidisciplinary approaches and these can be 
facilitated by PPPs. 

What I have found particularly important in that composition is the 
presence of the knowledge institutions that can in fact form the bridge 
between what the private sector wants and what the government can 
do. ... that has been particularly enriching, to establish that through 
underpinning by knowledge, you can more easily set up new coopera-
tion projects. (public actor) 

The need for multidisciplinarity in the development of innovations is 
an important reason for increasing cooperation, both between compa-
nies and between companies, government and knowledge institutions. 
It no longer works alone. (private sector) 

An additional benefit for private (security) actors is that information sharing 
does not only triggers a direct effect, it also serves a strategic purpose.23,24,25 As 
mentioned in our figure, for private security actors more knowledge leads to 
more sales and this generates (6) enhanced competitiveness.26 
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If you want to develop certain things you need cooperation, it’s about 
creating things together. Then you need a support base and such a tri-
ple-helix or quadruple-helix organisation can bring different parties to-
gether, create a support base and realise things. … Return on invest-
ment for us in the short term is more sales in the clusters where we 
want to be active in the future. That’s pretty well measurable. In the 
medium term, deepening market knowledge to do product develop-
ment is an important ROI. As a company, through participation in …, 
we have become smarter in the field of critical infrastructure and have 
strengthened our position in the field of port security…. It is not be-
cause we are sitting around the table and participating in … that we are 
automatically going to sell more. But we do have a more pronounced 
focus. We know what we are talking about, who to contact and where 
the budgets are. That’s an important added value in terms of know-
how. (private sector) 

Public security actors on the other hand refer to the gain of an information 
sharing public-private partnership in terms of (7) using more expertise, ability 
and private sector’s developed tools. This was the motive for local police chiefs 
to engage in IUNGOS as a non-profit organisation as it implied a partnership 
between the public sector, private companies and knowledge institutions in-
cluding projects in which information sharing was crucial. 

On an economic level, if you can get cheaper and more efficient con-
tracts because of the competition that’s going to come into play. Often 
served faster, served better and served cheaper. (public sector) 

Although the benefits are described differently, we decipher an own kind of 
competitiveness present within the public security sector. 

The most important finding on the basis of our case study is that respondents 
put forward four benefits that are less apparent in earlier research. They stress 
the importance of (8) better decision-making, (9) enhanced service delivery, 
(10) enhanced safety of personnel and (11) the positive contribution to an in-
tegral safety and security approach. 

Our figure shows that respondents involved in information sharing public-
private partnerships in our case study did not explicitly acknowledge (12) the 
diversity in information-flow and (13) diversity of skillsets as benefits which 
could according to the literature review indirectly lead to better decision-mak-
ing, enhanced service-delivery and safety of personnel. 

(8) Better decision-making 

‘Data’ is the first component in the process of gaining intelligence. One needs 
to have pure, raw facts that exclude both opinions and analysis. It is sort of 
speak ‘the fuel’ to initiate analytic work. Once the ‘data’ is available, gathered, 
processed and given meaning, it turns into relevant ‘information’ that can be 
used in a particular context. Once put into context, information turns into 
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knowledge. This again has the ability to turn into ‘intelligence’ if it is used to 
gain understanding for decision-making.27 

Every organisation has its own information with which they can create spe-
cific knowledge, which can be turned into intelligence and can enhance deci-
sion-making. With the help of information, organisations can understand the 
change in the organisation’s environment and generate knowledge that can 
lead to innovation.28 Additional data and information leads to more intelligence, 
thus better overall decision-making. A former CEO of Securitas publicly claimed 
in an interview that: “We as the private sector dispose of information and 
knowledge that could be vital to police forces, for example, when it comes to 
data-analysis.”29 The argument was made that pooling data could diversify and 
increase the amount of information available, supporting the perception that 
both sectors are being complementary. Some felt that by linking the infor-
mation that each member has, a more comprehensive picture of a given situa-
tion could be painted, and more thorough insights could be gained. 

The complementarity between both sectors might lead to more infor-
mation. More information with a predictive character, which could 
prevent crimes. (private actor) 

More information is important to increase the common operational 
picture. […] Receiving data from others will enrich the experience and 
enable better estimate of a situation, if not anticipate or predict, 
including your own information. It’s the big data principle: the more 
information you have, the more diversified it is. (public actor) 

We need information. If you can make a good analysis of the available 
information, we will be able to use our resources and capacity more 
efficiently if we know on what we should focus. If we don’t, we run 
around like headless chickens. We need to precisely know where we 
can find information, where certain phenomena occurs and which data 
is behind it. At what times do these phenomena occur, etc. That way 
we can deploy our resources in a more focused, more targeted ways 
during the patrols. (public actor) 

The 2016 terror attacks in Brussels revealed that this still happens insuffi-
ciently. By keeping information fragmented, entailing that everyone has one 
piece of the puzzle, one is unable to see the bigger picture, which criminals ul-
timately benefit from. Today, the public security sector has many different da-
tabases that cannot communicate with each other. By maintaining these frag-
mented databases, it was indicated one cannot achieve an optimal functioning. 

Respondents were convinced that by sharing information between comple-
mentary multidimensional partners, one is able to capture trends at a higher 
quality level. This again would have a positive effect on knowing what is hap-
pening in a district and enables responding adequately. It serves the interest of 
what can be called the ‘common operational picture.’ By including both the pub-
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lic and private sector in an information sharing platform, one is able to cover 
information from the whole security chain. 

The respondents agreed that having a more holistic picture fed by a larger 
amount and more diversified information, would lead to overall better decision-
making. 

(9) Enhanced service delivery 

Service delivery defines the offer of a service between providers and clients. 
This offer can range from information to a certain task. Important are the 
‘when,’ ‘where’ and ‘how’ of the service design and the fulfilment of a clients’ 
needs by using the service.30 By being open to using new resources to develop 
new service offerings, this translates to service delivery innovation.31,32 Applied 
to this particular context, by using information sharing, security actors are open 
to new resources and can ‘serve’ the ‘client’ better. With more information, 
better decision-making can occur and security actors can thus offer a better 
‘service’ of offering security and fighting crime. Offering near to real-time infor-
mation either from the own information or from partners, increases the value 
even more, seeing that faster crime detection also leads to a faster follow-up.33 
Our respondents revealed that the advanced analyses that can be performed 
on more (and potentially more holistic) data provide a better sense of which 
areas need more attention than others in terms of security provision. Conse-
quently, by knowing what areas are susceptible to crime, combined with better 
analyses and more effective and efficient work, it is highly probable that the 
public’s positive perception of service-delivery will increase, along with their 
satisfaction of the service. 

An example is given of an existing platform of car criminality, in which the 
public police involved private security organisations. Together both sectors 
were able to formulate a strategic plan to deal with the problem. As a result, 
they were able to recuperate more cars intact. Seeing that this increased ‘client’ 
satisfaction, in this case the victims of car criminality, they experienced an im-
proved service delivery. The same goes for private security partners; for them 
is it equally interesting to have data on when and where criminal offenses are 
committed so that they can also adapt their capacities accordingly and enhance 
their service delivery. 

With the subsequent parliamentary commission after the terror at-
tacks, one of the main take-aways was that information sharing is cru-
cial. It can’t be that one department has one piece of information, an-
other department has another piece but no one can oversee the bigger 
picture. In principle, this is aiding criminals. (public sector) 

(10) Enhanced safety of personnel 

According to the European training manual, security-related risks can be divided 
into three categories: risks resulting from the general situation, risks related to 
security activities, and risks related to the post held. The first category mainly 
consists of interference risks.34 At the basis of this risk factor is a lack of knowl-
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edge. By sharing information, security personnel is better informed of the gen-
eral situation and thereby reducing this risk factor. The same goes for the sec-
ond and third category. 

Our respondents indicate that an increased amount of information that re-
sults in having a more comprehensive picture of a given situation, could assist 
their workforce in adequality performing threat assessments. For management, 
this could also inform decisions on how and where to deploy their capacities, 
based on the analysed information that indicates more dangerous areas, or sig-
nals an increased likelihood of a conflict brewing. Performing more detailed and 
therefore enhanced risk analysis on a strategic and tactical level is said to be 
beneficial for the safety of personnel on the ground. It could result in adjusted 
capacities at certain places or times, ranging from manpower, to protective 
gear, and so forth. Hence, enabling an answer that is tailored to the situation as 
far as possible. If the employees on the ground have better knowledge of what 
to expect from certain situations, thereby being better prepared for a situation, 
this can play a key role in increasing their own safety. 

Data is knowledge. You need to know what is going on. I think this can 
be interesting in both directions. We see things that are useful for po-
lice. The police can also give us information on actions that they are 
doing or trends they see. For example, with burglaries and possible re-
gions that are being hit by travelling gangs. We can then take this into 
account in our analyses of alarms that go off under our supervision and 
in the patrols we then send. One, this is important for the safety of our 
people. When they are warned beforehand of the risky region which 
they are about to enter. But also, to aid use in identifying patrons 
within regions will aid police to establish suspicious movements.  
(private actor) 

(11) The positive contribution to an integral safety and security approach 

A comprehensive and integrated approach presupposes the commitment of all 
actors in the security chain and across the different levels of government. The 
private security sector and the citizen also have complementary roles, regulated 
by law, in consultation and under government control. This philosophy is inher-
ent to the Belgian safety and security policy and is reflected in the testimonies 
of our respondents challenged to set up public-private information sharing part-
nerships. 

Important to note is that although all respondents are supportive of the idea 
of an information sharing public-private partnership in the Belgian security sec-
tor, reservations are made about the way in which it should be organized. Ac-
tors do question the need for one structural information sharing platform on a 
large scale and see a lot of opportunities in information sharing on an ad-hoc 
basis as it allows more fragmentation and working on a smaller scale. Some 
even see more opportunities in using open-source data as they imply less legal 
and privacy barriers although they acknowledge that exchanging classified in-
formation is another issue. 
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4. Conclusion 

In this paper, we examined the potential benefits of an information sharing PPP. 
In order to answer the main research question “Does information sharing be-
tween public and private security actors provide a benefit to the partners in-
volved?”, we looked at both theoretical benefits, as well as benefits according 
to practitioners active on the security field. When comparing the two, we clearly 
see similarities and differences as displayed by Figure 1 above. Besides the 
benefits known by previous academic research, our empirical research adds 
value by discovering potential benefits to being a member of an information 
sharing PPP in the (Belgian) security context. Our interviewees added better de-
cision-making, service delivery and safety of personnel as additional benefits in 
this context which remained unidentified in previous literature. This is indirectly 
linked to a diversified information flow and skillset since these can create a 
more holistic picture of what occurs on the ground and thereby impact the de-
cision-making process, the service delivery and also the safety of personnel. Im-
portant to mention is that by forming an information sharing public-private 
partnership, practitioners saw this as an important step forward towards a gen-
uine integrated security chain. 

Practitioners active in the Belgian security domain recognise that it could in-
crease overall effectivity and enhance efficiency in the context of using means 
efficiently and handling them in a financially responsible manner. Adding to this, 
our empirical research shows that by collaborating with private security actors, 
public security organisations are aided in the issues created by decreasing re-
sources, in terms of operational capacity for example. One could argue that an 
information sharing public-private partnership between Belgian security actors 
checks all these boxes. 

In addition to use of resources, having a privileged relationship with the 
members of the partnership and this potentially providing a learning oppor-
tunity amongst members were mentioned. Also, a higher demand for services 
provided by private security organisations within the partnership gives them a 
competitive advantage over private security firms who are not in the partner-
ship. These benefits were all acknowledged by our respondents. 

We can conclude that there are many similarities between potential benefits 
of PPPs and an information sharing PPP in particular, as perceived by practition-
ers active in the Belgian security domain and those found in previous academic 
research. However, there has yet to be an initiative that is enrolled on a large 
scale. Keeping in mind that benefits such as enhanced decision-making and in-
creased safety of personnel are absolutely vital in a security context, this speaks 
in favour of such a partnership. 

Finally, our empirical research shows that linking the benefits of public-pri-
vate partnerships in relation to country specific security policies, such as the 
choice for an integral and integrated safety and security approach, may 
strengthen and facilitate the design of future partnerships. 
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